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I. INTRODUCTION

The current state of life in major cities is characterized
by uncertainty and complexity. In recent years, major cities
worldwide have faced significant challenges and disruptions
caused by the ongoing pandemic, leading to a drastic
transformation in people’s lives and access to essential
services. To effectively address these crisis risks and ensure
the well-being of residents, the implementation of a crisis-
recovery risk-management plan that incorporates digitalization
initiatives has proven to be highly valuable. In addition to the
daily risks posed by natural disasters and accidents, significant
infrastructure damage and inconveniences have emerged,
necessitating swift and decisive action to reduce citizen
vulnerabilities and mitigate further harm to infrastructure. As
a result, governing bodies are increasingly recognizing the
importance of smart city risk management as a critical task.
Wang et al. [1] emphasized the importance of smart city
technologies and demonstrated their widespread use for
effective risk management during crises. The emergence of
the COVID-19 pandemic highlighted the need to implement
technologies to mitigate crisis risks and normalize the
situation. People lose their faith in information spreading
among the communities over time. During the COVID-19
outbreak, there was a lot of fake news about this pandemic
on social media, which affected people’s health-protective
activities [2].

The term ”fake news” is sometimes described as ”misinfor-
mation”, ”disinformation”, ”hoax”, and ”rumour”, all of which
are variations of misleading information. There are numerous
research projects, methods, and applications for fact-checking
and fake news identification [3]. However, traditional fact-
checking is time-consuming and labour-intensive work. People
in smart cities spread the news before it is verified as fake or
real. Therefore some automated methods are needed to detect
fake news quickly.

II. LITERATURE REVIEW

Fake news spreads quickly in digital space, and detecting
it as quickly as possible allows to stop and regulate its
spread. Several machine learning models have been used for
detecting fake news. Several classifiers, including Nave Bayes,

linguistic feature-based, bounded decision tree models, SVM,
have been tried, but not leading to high accuracy [4]. Ozbay
and Alatas [5] proposed employing supervised ML algorithms
such as decision trees, Locally Weighted Learning and many
more to detect fake news in social media. The three types
of datasets used in this approach were BuzzFeed, random
political datasets, and ISOT false news. Sadeghi et al. [6]
proposed natural language processing and deep learning to
perform experiments. Here the biLSTM model achieved the
highest accuracy among the test cases. However, the main
issue with deep learning models is that the training time is
much higher, and more computational power is needed to
develop the model.

III. METHODOLOGY

Armed with such a vision, we propose an LSTM-based
model with a data reduction technique to lower the compu-
tational time. The pipeline for this approach is:
pre-processing → data reduction → classification

The first stage is pre-processing data, typically removing
punctuation and misplaced symbols. Afterwards, the feature
reduction step is used to reduce the size of the features.
High-dimensionality data is regarded as a key concern during
the data pre-processing phase, and it is required to reduce
redundant and unrelated features in order to improve accuracy.
By minimizing the number of features, the processing pace
is reduced, resulting in improved performance. Then a con-
ventional LSTM model is trained for the binary classification
problem of fake news detection.

A. Principal component analysis

Principal Component Analysis (PCA) is a reduction method
used in large datasets to reduce their cardinality while retaining
significant information. The reduction is achieved by finding
directions, known as primary components, and increasing the
data variety to its maximum. The resulting dataset is slimmer,
yet it keeps the original dataset’s features information. The
new dataset may have the same or fewer features than the
original dataset. The major components are computed using
the covariance matrix. These elements are listed in decreasing
order of importance.

Let us assume that the original data matrix comprises a
attributes and b observations and it is required to reduce its



cardinality to t dimensional subspace. Then its transformation
can be given by the following equation:

Y = (EZX), (1)

where Ea×t is the projection matrix which contains t
eigenvectors corresponding to t highest eigenvalues, and where
Xa×b is the mean-centered data matrix.

PCA has several advantages, including the ability to remove
associated features, improve algorithm efficiency by reducing
the number of features used, reduce overfitting, and improve
visualization. Therefore PCA is deemed to be more suitable to
achieve higher accuracy while reducing the computation time
due to the reduced data cardinality. .

IV. CONCLUSION AND FUTURE WORK

Fast fake information detection in smart cities is critical
to enhance risk management during an emergency or crisis.
Therefore fake news needs to be identified quickly and with
high accuracy. A data reduction technique, such as PCA,
has been here investigated for fast detection. The proposed
PCA approach was assessed using some publicly available
datasets, such as the popular CoVID19-FNIR. Initial exper-
iments showed the satisfactory performance of the approach.
In the future, we will dive into reduction techniques to improve
accuracy and computational time.
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